SUBJECT OF RESOLUTION: Combatting Transnational Crime

PROPOSED BY: Pakistan

The General Assembly,

1. **RECALLING** its resolution 2195 of 2014,
2. **REITERATING** the necessity of bold strong actions,
3. **NOTING FURTHER** the increasing global spectrum of the modern world, as well as the strong correlation between terrorism and transnational crime
4. **CONDEMNING** the criminals and criminal organizations that operate around the world hoping to cause terror and having complete disregard for international law,
5. **RECOGNIZING** the need for increased action to increase international safety,
6. **ENCOURAGES** all states to harden their approach to and penalties for crime of international nature,
7. **URGES** the United Nations Security Council to provide assistance to states’ efforts to combat transnational crime by providing man power and advanced technological resources to aid the investigation and prosecution process,
8. **CALLS UPON** all agencies within the United Nations to support the Security Council in this effort to combat transnational crime and further stress the links of criminal organizations and terrorist organizations.
This resolution is calling upon the Security Council to further its support of nations that are attempting to combat transnational crime. It states that transnational crime and terrorism are known to be go hand in hand and with the world becoming more global that international crime is more prevalent. These facts being held true, it is important that transnational crime is dealt with in a strong and stern manner. It calls for all other UN agencies to support the Security Council in whatever way the Security Council may need.
The General Assembly,

1. AWARE of the increasing threat of cyberterrorism and the
2. increasing abilities of cyberterrorists,
3. NOTING the large amount of resources needed to construct a
4. secure infrastructure and combat cyber attacks,
5. DESIRING all states have have the ability to combat cyber
6. attacks,
7. CONVINCED a successful attack on one state could result in
8. other states’ security being jeopardized,
9. CONDEMNING acts of cyberterrorism by states or other
10. organizations that conduct such operations,
11. 1. ENCOURAGES all states to explore cyberterrorism defense
12. options,
13. 2. REQUESTS all states reduce their efforts to
14. develop offensive cyber weapons,
15. 3. CALLS UPON the United Nations Industrial Development
16. Organization to provide technological resources and training to
17. states whose cyber capabilities are still developing in order for
18. them to bolster their cyber defenses,
19. 4. FURTHER REQUESTS the United Nations Security
20. Council oversee cyber operations to further insure that
21. technological resources are used for defensive purposes

22. exclusively.

This resolution calls upon the United Nations Industrial Development Organization to help states who may not have great cyber defense resources available to them. Furthermore, it calls upon the Security Council to make sure the resources that these states receive are used only for defensive purposes. The resolution recognizes that cyberterrorism is an ever increasing threat. Also, if attackers gain access to weaker states’ cyber networks other larger more powerful states may be vulnerable.